
 
RapidRF AI Inc. — Privacy Policy 

Effective Date: November 1, 2025 

1. Overview 

RapidRF AI Inc. (“RapidRF AI”, “we”, “our”, or “us”) respects your privacy and is 

committed to protecting your personal information. This Privacy Policy explains what 

information we collect, how we use it, and the measures we take to keep it secure. 

 

2. Information We Collect 

We collect only the minimal information necessary to operate our services, such as: 

• Account information: name, email address, company affiliation, and billing details 

provided during registration or purchase. 

• Usage information: non-proprietary metadata related to how our platform is accessed 

(e.g., login times, feature usage) for operational and security purposes. 

• Design data: design files (e.g., GDS) automatically generated by our AI platform 

when a user runs a design process. These files are stored in our database for up to 12 

months to allow users to redownload them if needed. 

 

3. How We Use Information 

We use collected information solely for: 

• Providing and improving our platform and user experience; 

• Managing user accounts and transactions; 

• Communicating product updates, support, or administrative messages; 

• Ensuring compliance with legal obligations. 

We do not share any user data, business information, or technical data with third parties. 

We also do not share any information related to design generations, generated GDS files, or 

user-provided design specifications with any external parties.

 

4. Data Storage and Security 

RapidRF AI uses a secure web server to store user account information, such as email 

addresses, encrypted passwords, and, if applicable, billing details. Access to this information 

is restricted and protected by standard security controls. 

All AI algorithms and model data used for circuit generation are hosted and operated on 

Google Cloud within the United States. Google Cloud maintains SOC-2 Type II and ISO 

27001 certifications. By processing AI and model data in this environment, we ensure that 



 
any customer-provided model data used in design generation benefits from Google’s certified 

security infrastructure. 

RapidRF AI follows industry-standard practices to safeguard data against unauthorized 

access, alteration, or disclosure. 

 

5. Marketing Communications 

User contact details such as name, email address, or company affiliation may be used for 

legitimate business purposes, including sending service updates, product announcements, or 

newsletters. 

Users may opt out of marketing communications at any time by following the unsubscribe 

instructions in the message or by contacting info@rapidrf.ai. 

 

6. User Rights 

Users may request to: 

• Access or correct their personal data; 

• Request deletion of their account; 

• Inquire about our data handling practices. 

Requests can be submitted via email to info@rapidrf.ai. 

 

7. Updates to This Policy 

We may update this Privacy Policy periodically. Any significant changes will be 

communicated via email or platform notice, and the revised version will include an updated 

effective date. 

 

8. Contact 

For any questions about this Privacy Policy, please contact: 

RapidRF AI Inc. 

5414 Oberlin Dr, Suite 250 

San Diego, CA 92121, USA 

📧 info@rapidrf.ai 

mailto:info@rapidrf.ai
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